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Introducing
Jamf for K-12

Complete solutions make Apple
management and security simple.
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Create the ideal learning environment with the perfect plan for your needs.
Simple, education-purposed management and security that offers admins
and staff complete solutions with support to help every step of the way.

O Classroom management

Fewer distractions, better learning. Offer
total teacher management of all devices
with the ability to block apps and web
pages— and features such as spell check.

Q Mac, iPad, and Apple TV

Manage your Mac, iPad, and Apple TV
devices with equal ease. Deploying,
managing and securing Apple devices with
everything users need for success has
never been simpler.

<= Declarative Device Management
==
via Blueprints

Jamf School Blueprints provide IT with
flexible templates and a simple builder to
match the unique needs of each school

or classroom. Configure devices on your
schedule while ensuring every setup aligns
with compliance and policy requirements.
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Ug Comprehensive dashboard

Keep track of managed devices, users and
apps. See the status of devices quickly and
remediate issues easily.

@ Location Support

Manage each location and its devices,
users and groups separately, pushing down
profiles and apps from a single location.

Manage remotely from start to finish

Zero-touch deployment simplifies device
deployment. Automate enrollment,
configure setups and support remote
deployments

@ Privilege Elevation

Empower end users to personalize devices
effectively, granting temporary admin
access while ensuring IT maintains strict
security compliance and control.
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Select a level for the web protection policy

o) Reparts . Security rules
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@ Network Threat Prevention O Password synchronization

Prevent known threats to iPad and Mac, Ensure seamless security with cloud-

like malicious domains used in phishing password synchronization to local Mac

attacks, using MI:RIAM — our machine accounts, enhancing compliance and

learning engine. safeguarding all devices and users.

6 Endpoint security = Web Content Filtering

Comprehensive detection and protection Create and customize the level of content

for Apple-specific malware and control that fits each class to protect against

attacks. Data loss can be prevented harmful content on the internet.

with device controls to manage removable

storage devices. & Threat prevention

Extend your known threat prevention

Q Compliance and visibility capabilities for Mac while Jamf Threat
Achieve compliance goals with customizable Labs helps threat-hunting teams detect
benchmarks and deep visibility, leveraging unknown threats.

rich telemetry data for a complete view of

security events. Platform Single Sign-On for Mac

Simplify access for end users while reducing

@ Seamless Learner Access IT workload. With Platform SSO, Mac users
Give students and teachers secure entry sign in once to unlock apps, services, and
to any SSO-enabled app or website on iPad. resources—no repeated logins or complex
Remove repeated logins, save valuable workarounds. IT benefits from consistent,
classroom time and ensure learning starts policy-driven authentication that keeps
immediately. deployments secure and seamless.
p Account provisioning Identity management
Streamline access with single-identity Enhance security with cloud-based identity
login, enabling users to access Macs management, allowing IT to monitor access,
and applications effortlessly—no multiple utilize remote admin permissions, and ensure
accounts or Active Directory needed compliance

Ja mf Elevate education, experience seamless
Apple device control.

www.jamf.com
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