
As employees embrace new ways of 
working and rely more on technology, IT 
administrators face increasing challenges. 

To ensure devices are always in the desired state, IT admins 

are spending too much time managing and deploying complex 

workflows. They need a simpler, more efficient solution that 

streamlines adding security settings to their devices. 

Device management, redefined

By harnessing the power of Declarative Device Management 

(DDM), blueprints simplify the management of Apple devices. 

Our goal is to give you full control over device settings, 

commands, app installations, and restrictions—while ensuring 

compliance and security. 

Key benefits of Blueprints:

•	 Asynchronous, streamlined deployment & updates

•	 Easily deploy and manage multiple settings

•	 Accelerated policy enforcement and compliance

•	 Enhanced device security and control

Jamf Pro Blueprints 
Simplified workflows for easier 
device management.

Passcode Requirement

Continue

You must change your iPhone unlock
passcode at this time.



Passcode policy settings

Configure and enforce passcode requirements on 
all devices ensuring faster compliance with security 
standards regulatory frameworks.

Service configuration files settings

Maintain compliance by restricting an end user’s 
ability to change and access common system 
services (macOS config files) and settings.

External and network disk management 
settings

Prevent data loss and manage access to sensitive 
information with granular data control.

It’s security and simplicity, all in one. 

Our goal is to provide IT admins with enhanced control and visibility all while enabling faster policy 
enforcement, data protection, and adherence to Apple best practices—delivered in a simple, 
scalable solution.  

To learn more, reach out to your Jamf Representative. 
Request a trial.

Or contact your preferred reseller.
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A simple, scalable way to manage devices.

Background task management

Deploy and control which background tasks may 
run to protects the system from potential threats and 
vulnerabilities.

Safari extensions management settings

Control how and which Safari extensions are used 
to protect users from cyber threats when using their 
company-managed devices.

Math settings

Configure settings for the built-in math calculator app, 
including restricting access to Scientific Mode, Math 
Notes videos, and controlling specific features.


